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Data: * The ingormodan fored o
n compiler ipifern

Even though c‘iaH'a\ PlaH:orms market themselves as

"Free" - they are not. sociol media companies are
making o Pr'o—(:iJr From data mining - users pay For the
services with their own dota and their privocy.

The am ofF these compahies is that mak.e
everyone share inkormation as much os
possible adbout themselves ond to collect as
much data as possible about everyone. And they
turn these data into databases for elficient,
well +ar@e+ea| advertisement,
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tal Footprint: ° Whod g are [@wwm«?« bebrind "

ootprint' s basically your entire online presence-al of +the

posts, pictures, and data you put online, whether purposely or hot.
ormation you put online, the more people can learn about you.

Remember that what goes on the internet
normally stays there even i+ you do delete
posts there will be a trail of data that you

have lef+ behind.
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GO ( )8[@ 5+ep . Search your'c;eH: online to see what

comes up L set a ﬁooa\e dert For your ownh

Yourself hamel
Google Search
oA Delete Account
Step 2: Delete anything that doesn't portray — Areyousureyouwant to delete your
account? This will permanently erase
you well And oalso shut down Proﬁiles or your account.
accounts you don’t use anymore.
Cancel Delete Qg\\

&  Cookies Q

Lookies

Step 3: Delete cockies every Few months
S ® to clear +rac\<inﬂ dota. And block third-
Par+y cookies from your 98H‘il’|ﬂ§.

Allow third-party cookies


https://www.wikihow.com/Delete-Tracking-Cookies

Step 5 Set your account options to
private. Adjust the settings on ok
your P\ahcor‘ms to control and limit
who can see your posts.

Remember that using privacy settings
is not a substitute fFor being carelul
about what you post. stil avoid making
inappropriate posts, even ik your
accounts are locked down.

emotional or angry.
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step 4 'Think bekore you post' is the best guideline
Think about all the implications of the posts you made,
and only share +hin39 that show you in o positive Ii@th.
Try to avoid Poe’rin@ 9ome+hina i- you're Peelina

L4 ‘@)Hura\d Sarcurity 4 @ Account Privacy

Privacy Privabe Account O
Account Privacy ' i
Blocked Accounts

Photes and Videos of You

Story Controls

Comment Contnoks
Antivity Status

Security
Password
Saved Login Info

Terp-Factor Authentication

Access Data
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5+ep & Watch out for suspicious messages. Messaaes

with a shortened URL alon@e‘-ide a statement such as
'OMG look. at this Pichur'e ol you.." or 'Have you seen

what +hey are sayina about you. are not to be
Hrusted.

Phishing emails are also a problem These are Fake
communications pretending to be a trusted organization

such as Facebook that wil +r'y and ﬁeJr you to Ioa iN.

Delete
" Eriena
Reaular‘ly review and clean up your contacts. @

step 7 Recognize the fakes Not everyone on socidl |
media wil be whom they say they are. Once you Q

y

maoke a friend online, it doesn't have to be permanent.



Cyber-Bullying & Online Hate Speech

Cyberbullying refers to the misuse of information technology with the
intention to harm others. Virtual users abuse social platborms to harass
their so-cdlled "friends’ Sometimes these people are using roke identities
and accounts, or resort to anonymizing tools to hide their iden+i+y so they
could bully others behind virtual masks.

/ \r\ There are 7 simple steps to prevent eyber-bullying:

9 * Increase your privacy. e Don't over share.
“ e Choose not to reepond. e Tak to someone.
E * Block the person or people. ® Save the evidence
—

o Repor‘Jr to PlaH:or‘ms / authorities.
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The oli@iJral world is a real world with real consequences!

Po<5+, you lose control of what haPPens to it - it only taokes one
share it on their own Pr‘oqci\es for it to be comple+ely out of
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‘ ‘@ LoL - So make sure you always

ask. yourseﬂ: Hhe Po\lowinas

belore you hit send!




Wil | Feel good or
diffFerent about it

Yourself \

Would | say this in
Person?

Can this be in+er|9re+ed
alif—f—erenﬂy?
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